
Job Description  

 

Job Summary 
 
We are looking for Consultant in Mobile Device Management space who loves and 
understand Cloud Computing.  

The ideal candidate will be energetic, creative, enthusiastic, intelligent, analytical, and 
eager to take on responsibility and learn new skills. You will enjoy working in a fast-
paced and agile organization and creating an exciting, fun, teamwork-oriented 
environment. 

Primary Duties Include: 

• Work with other consultants and \team members to design and execute the 
technical implementation of Enterprise Mobility+Security and Azure 
AD solutions based on client requirements and design specifications 

• Recommend a solution that aligns with the customer’s business needs and 
requirements (discuss benefits and risks) 

• Able to articulate pros & cons of the architecture decision across a wide 
spectrum of factors 

• Developing and maintaining relationships with key technical contacts within the 
customer accounts and becoming a trusted adviser to these individuals 

• Work together with a department project manager to successfully complete a 
project 

• Provide configuration recommendation and assistance to other solution 
deployment team members 

• Work up to 5 projects at a time 
• Assist in the development of detailed project specifications where applicable 

You Would Be Great For This Position If You Have: 

• 2-3 years of experience in a similar role (Azure/EM+S/MDM related is preferred) 
• Experience using Microsoft Azure AD and implementation of SSO apps 
• Understanding of business pains and technical solutions using Microsoft 

Enterprise Mobility Suite / Enterprise Mobility + Security (EM+S) 
• Demonstrate strong analytical, troubleshooting and problem-solving skills 
• Pertaining LDAP and Active Directory expertise 
• Pertaining DNS and Networking concepts 
• Knowledge and proficiency in the following Microsoft server technologies: 
• Active Directory Domain Services (AD DS) 
• Active Directory Federation Services (AD FS) 
• Active Directory synchronization mechanisms (AAD Connect) 
• DNS and related technologies 
• PowerShell 

o Knowledge in Mobile Device Management (MDM), Mobile Application 
Management (MAM) and PC Management. 



o Identity & Access Management 
• Single sign-on solutions 
• Azure Active Directory (AAD), MFA and SSO Apps 
• Rights Management Services (RMS) 
• Azure Information Protection (AIP) 
• AD synchronization (AAD Connect) and write back 
• Mobile Device Management (MDM) 
• Intune 
• SSPR /Password Reset Portal Setup 
• Multi-Factor Authentication (cloud) 
• Mobile Application Management (MAM); protection and app restrictions on for 

Outlook and Office mobile apps on various mobile devices 
• A proven track record of creating successful cloud solution outcomes for 

customers, prospects, or clients using bleeding edge technology 
• Strong experience with PowerShell scripting and other command-line interfaces 
• Technical experience with Enterprise Mobility Suite 
• Strong learning aptitude and ability to learn new technologies independently 
• Ability to manage multiple priorities, commitments, and projects 
• Self-motivated, directed and passionate 
• Must have excellent organizational and time management skills 
• Positive attitude towards change and ability to adapt 
• Excellent interpersonal skills and the ability to work in a team environment and 

interact with all levels of management as well vendors and customers 
• Strong problem solving and Analytical/Reasoning skills 
• Excellent written and oral communication skills 
• Well-proven time management skills while remaining flexible in responding to 

changing company and/or client needs 
• Experience working in a consulting environment preferred 

Additional Expertise Is A Plus: 

• Office 365 
• Exchange 2010/2013/2016 
• SharePoint 2013/2016 
• SQL 2012/2014/2016 
• Operations Management Suite (OMS) 
• Systems Center Configuration Manager 
• Systems Center Operations Manager 
• System Center Virtual Machine Manager 
• System Center Orchestrator 
• Windows Deployment Server (WDS) 
• Compete MDM technologies 
• Compete security technologies 
• Multi-factor authentication server 
• Application compatibility testing 
• FIM/MIM implementations 



Education/Certifications: 

• 5 years of related work experience in consulting 
• BS (Business Management, Computer Science or Information Systems) preferred 

or equivalent experience 

 

Compensation: 
R17,000 per month 

Note:  

This is not an employment offer, instead you will be working as an independent service 
provider, and you will invoice us for the services provided. 

Payment Terms: 

You will have to send us invoice for the entire month work at the end of that month and you 
will be paid within 10 working days from the date of invoicing 

Referrals: 
Please see if you can refer someone else for this position too. 

Send your CV to Ola –  

Email: ola@walesinfotech.com 

 


